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1102 Hub Powerup 100
1104 —~— Installer Switches tHub to Install Mode l
1106 — tHub provides DHCP addresses to all devices
found on private WiF1 'Install' SSID/PASS

1108~ |  Installer selects device(s) to install using unique ID |

1110 | iHub provides unique secure home SSID/PW to Device 1...n I

iHub Configures first Dev (camera, TS, etc.)
with relevant APP config

[112—~

1114~ 1Hub registers device with the server

More Devices to Install] >
INo

1116 I Installer Switches iHub to RUN Mode l

1118 I 1Hub Directs devices to switch to unique Home SSID/PASS l

1120~ | iHub Switches SSID/PASS to unique home SSID/PASS |

1Hub provides DHCP addresses to all devices

1122~ on unique home SSID/PASS

1124~ System operational with all devices i

FIG.11
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1610 System Powerup
Find Wireless
1620 I Security Panel (WSP) I

1630 l 'Learn' System 1nto WSP I

1640
1650 Manage and control WSP
and associated devices
1660 Intertace WSP and dqvices
with non-WSP devices
1670 Provide consumer interface
for control & management

FIG.16
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INTEGRATED INTERFACE FOR MOBILE
DEVICE

RELATED APPLICATIONS

This application 1s a continuation of U.S. patent applica-
tion Ser. No. 12/197,895, filed Aug. 25, 2008, now U.S. Pat.
No. 8,073,931.

This application 1s a continuation in part application of
U.S. patent application Ser. No. 11/084,232, filed Mar. 16,
2005, now U.S. Pat. No. 8,335,842.

This application 1s a continuation 1n part application of
U.S. patent application Ser. No. 11/761,718, filed Jun. 12,
2007, now US Pat. No. 7,711,796.

This application 1s a continuation 1n part application of
U.S. patent application Ser. No. 11/761,7435, filed. Jun. 12,
2007.

This application 1s a continuation in part application of
U.S. patent application Ser. No. 12/019,554, filed Jan. 24,
2008, now U.S. Pat. No. 7,911,341.

This application 1s a continuation in part application of
U.S. patent application Ser. No. 12/019,568, filed Jan. 24,
2008.

This application 1s a continuation 1n part application of
U.S. patent application Ser. No. 12/189,757, filed Aug. 11,
2008, now U.S Pat. No. 8,473,619.

TECHNICAL FIELD

The embodiments described herein relate generally to a
method and apparatus for improving the capabilities of secu-
rity systems in home and business applications. More particu-
larly, the embodiments described herein relate to a touch-
screen device that integrates security system control and
functionality with network content interactivity, management
and presentation.

BACKGROUND

The field of home and small business security 1s dominated
by technology suppliers who build comprehensive ‘closed’
security systems, where the individual components (sensors,
security panels, keypads) operate solely within the confines
of a single vendor solution. For example, a wireless motion
sensor from vendor A cannot be used with a security panel
from vendor B. Each vendor typically has developed sophis-
ticated proprietary wireless technologies to enable the 1nstal-
lation and management of wireless sensors, with little or no
ability for the wireless devices to operate separate from the
vendor’s homogeneous system. Furthermore, these tradi-
tional systems are extremely limited 1n their ability to inter-
face either to a local or wide area standards-based network
(such as an IP network); most installed systems support only
a low-bandwidth, intermittent connection utilizing phone
lines or cellular (RF) backup systems. Wireless security tech-
nology from providers such as GE Security, Honeywell, and
DSC/Tyco are well known 1n the art, and are examples of this
proprietary approach to security systems for home and busi-
ness.

Furthermore, with the proliferation of the internet, ethernet
and WiF1local area networks (LANSs) and advanced wide area
networks (WANSs) that offer high bandwidth, low latency
connections (broadband), as well as more advanced wireless
WAN data networks (e.g. GPRS or CDMA 1xRTT) there
increasingly exists the networking capability to extend these
traditional security systems to offer enhanced functionality.
In addition, the proliferation of broadband access has driven
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a corresponding increase in home and small business net-
working technologies and devices. It 1s desirable to extend
traditional security systems to encompass enhanced function-
ality such as the ability to control and manage security sys-
tems from the world wide web, cellular telephones, or
advanced function internet-based devices. Other desired
functionality includes an open systems approach to interface
home security systems to home and small business networks.

Due to the proprietary approach described above, the tra-
ditional vendors are the only ones capable of taking advan-
tage of these new network functions. To date, even though the
vast majority of home and business customers have broad-
band network access 1n their premises, most security systems
do not offer the advanced capabilities associated with high
speed, low-latency LANs and WANSs. This 1s primarily
because the proprietary vendors have not been able to deliver
such technology efliciently or effectively. Solution providers
attempting to address this need are becoming known 1n the
art, including three categories of vendors: traditional propri-
etary hardware providers such as Honeywell and GE Secu-
rity; third party hard-wired module providers such as Alarm-
.com, NextAlarm, and uControl; and new proprietary systems
providers such as InGnd.

A disadvantage of the prior art technologies of the tradi-
tional proprietary hardware providers arises due to the con-
tinued proprietary approach of these vendors. As they develop
technology 1n this area it once again operates only with the
hardware from that specific vendor, 1gnoring the need for a
heterogeneous, cross-vendor solution. Yet another disadvan-
tage of the prior art technologies of the traditional proprietary
hardware providers arises due to the lack of experience and
capability of these companies 1n creating open internet and
web based solutions, and consumer friendly interfaces.

A disadvantage of the prior art technologies of the third
party hard-wired module providers arises due to the installa-
tion and operational complexities and functional limitations
associated with hardwiring a new component 1nto existing
security systems. Moreover, a disadvantage of the prior art
technologies of the new proprietary systems providers arises
due to the need to discard all prior technologies, and 1mple-
ment an entirely new form of security system to access the
new functionalities associated with broadband and wireless
data networks. There remains, therefore, a need for systems,
devices, and methods that easily interface to and control the
existing proprietary security technologies utilizing a variety
of wireless technologies.

INCORPORATION BY REFERENCE

Each patent, patent application, and/or publication men-
tioned 1n this specification 1s herein incorporated by reference
in 1ts entirety to the same extent as 1f each individual patent,
patent application, and/or publication was specifically and
individually 1ndicated to be incorporated by reference.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 11s a block diagram of the integrated security system,
under an embodiment.

FIG. 2 1s a block diagram of components of the integrated
security system, under an embodiment.

FIG. 3 1s a block diagram of the gateway software or
applications, under an embodiment.

FIG. 4 1s a block diagram of the gateway components,
under an embodiment.

FIG. 5 1s a block diagram of IP device integration with a
premise network, under an embodiment.
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FIG. 6 1s a block diagram of IP device integration with a
premise network, under an alternative embodiment.

FIG. 7 1s a block diagram of a touchscreen, under an
embodiment.

FIG. 8 1s an example screenshot of a networked security
touchscreen, under an embodiment.

FIG. 9 1s a block diagram of network or premise device
integration with a premise network, under an embodiment.

FIG. 10 1s a block diagram of network or premise device
integration with a premise network, under an alternative
embodiment.

FIG. 11 1s a flow diagram for installation of an IP device
into a private network environment, under an embodiment.

FIG. 12 1s a block diagram showing communications
among IP devices of the private network environment, under
an embodiment.

FIG. 13 15 a data flow diagram for a panic alarm, under an
embodiment.

FI1G. 14 1s a data tlow diagram for device installation, under
an embodiment.

FI1G. 15 1s a data flow diagram for a camera event, under an
embodiment.

FIG. 16 1s a flow diagram of a method of integrating an
external control and management application system with an
existing security system, under an embodiment.

FI1G. 17 1s a block diagram of an integrated security system
wirelessly interfacing to proprietary security systems, under
an embodiment.

FIG. 18 1s a flow diagram for wirelessly ‘learning’ the
gateway 1nto an existing security system and discovering
extant sensors, under an embodiment.

DETAILED DESCRIPTION

An integrated security system 1s described that integrates
broadband and mobile access and control with conventional
security systems and premise devices to provide a tri-mode
security network (broadband, cellular/GSM, POTS access)
that enables users to remotely stay connected to their pre-
mises. The integrated security system, while delivering
remote premise monitoring and control functionality to con-
ventional monitored premise protection, complements exist-
ing premise protection equipment. The integrated security
system integrates into the premise network and couples wire-
lessly with the conventional security panel, enabling broad-
band access to premise security systems. Automation devices
(cameras, lamp modules, thermostats, etc.) can be added,
enabling users to remotely see live video and/or pictures and
control home devices via their personal web portal or
webpage, mobile phone, and/or other remote client device.
Users can also recerve notifications via email or text message
when happenings occur, or do not occur, 1n their home.

Although the detailed description herein contains many
specifics for the purposes of illustration, anyone of ordinary
skill in the art will appreciate that many variations and alter-
ations to the following details are within the scope of the
embodiments described herein. Thus, the following illustra-
tive embodiments are set forth without any loss of generality
to, and without imposing limitations upon, the claimed inven-
tion.

In accordance with the embodiments described herein, a
wireless system (e.g., radio frequency (RF)) 1s provided that
enables a security provider or consumer to extend the capa-
bilities of an existing RF-capable security system or a non-
RF-capable security system that has been upgraded to support
RF capabilities. The system includes an RF-capable Gateway
device (physically located within RF range of the RF-capable
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4

security system) and associated software operating on the
Gateway device. The system also includes a web server,
application server, and remote database providing a persistent
store for information related to the system.

The security systems of an embodiment, referred to herein
as the 1Control security system or integrated security system,
extend the value of traditional home security by adding
broadband access and the advantages of remote home moni-
toring and home control through the formation of a security
network including components of the integrated security sys-
tem 1ntegrated with a conventional premise security system
and a premise local area network (LAN). With the integrated
security system, conventional home security sensors, cam-
eras, touchscreen keypads, lighting controls, and/or Internet
Protocol (IP) devices in the home (or business) become con-
nected devices that are accessible anywhere 1n the world from
a web browser, mobile phone or through content-enabled
touchscreens. The integrated security system experience
allows security operators to both extend the value proposition
of their monitored security systems and reach new consumers
that include broadband users interested 1in staying connected
to their family, home and property when they are away from
home.

The integrated security system of an embodiment includes
security servers (also referred to herein as 1Connect servers or
security network servers) and an iHub gateway (also referred
to herein as the gateway, the iHub, or the iHub client) that
couples or integrates into a home network (e.g., LAN) and
communicates directly with the home security panel, 1n both
wired and wireless installations. The security system of an
embodiment automatically discovers the security system
components (e.g., sensors, etc.) belonging to the security
system and connected to a control panel of the security system
and provides consumers with full two-way access via web
and mobile portals. The gateway supports various wireless
protocols and can interconnect with a wide range of control
panels offered by security system providers. Service provid-
ers and users can then extend the system’s capabilities with
the additional IP cameras, lighting modules or security
devices such as interactive touchscreen keypads. The inte-
grated security system adds an enhanced value to these secu-
rity systems by enabling consumers to stay connected
through email and SMS alerts, photo push, event-based video
capture and rule-based monitoring and notifications. This
solution extends the reach of home security to households
with broadband access.

The integrated security system builds upon the foundation
afforded by traditional security systems by layering broad-
band and mobile access, IP cameras, interactive touch-
screens, and an open approach to home automation on top of
traditional security system configurations. The integrated
security system 1s easily installed and managed by the secu-
rity operator, and simplifies the traditional security installa-
tion process, as described below.

The 1ntegrated security system provides an open systems
solution to the home security market. As such, the foundation
of the integrated security system customer premises equip-
ment (CPE) approach has been to abstract devices, and allows
applications to manipulate and manage multiple devices from
any vendor. The integrated security system DeviceConnect
technology that enables this capability supports protocols,
devices, and panels from GE Security and Honeywell, as well
as consumer devices using Z-Wave, IP cameras (e.g., Ether-
net, wifl, and Homeplug), and IP touchscreens. The Device-
Connect 1s a device abstraction layer that enables any device
or protocol layer to interoperate with integrated security sys-
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tem components. This architecture enables the addition of
new devices supporting any of these interfaces, as well as add
entirely new protocols.

The benefit of DeviceConnect 1s that it provides supplier
flexibility. The same consistent touchscreen, web, and mobile
user experience operate unchanged on whatever security
equipment selected by a security system provider, with the
system provider’s choice of IP cameras, backend data center
and central station software.

The integrated security system provides a complete system
that integrates or layers on top of a conventional host security
system available from a security system provider. The secu-
rity system provider therefore can select different compo-
nents or configurations to offer (e.g., CDMA, GPRS, no cel-
lular, etc.) as well as have 1Control modily the integrated
security system configuration for the system provider’s spe-
cific needs (e.g., change the functionality of the web or
mobile portal, add a GE or Honeywell-compatible Touch-
Screen, etc.).

The integrated security system integrates with the security
system provider infrastructure for central station reporting
directly via Broadband and GPRS alarm transmissions. Tra-
ditional dial-up reporting 1s supported via the standard panel
connectivity. Additionally, the integrated security system pro-
vides interfaces for advanced functionality to the CMS,
including enhanced alarm events, system installation optimi-
zations, system test verification, video verification, 2-way
voice over IP and GSM.

The integrated security system 1s an IP centric system that
includes broadband connectivity so that the gateway aug-
ments the existing security system with broadband and GPRS
connectivity. If broadband 1s down or unavailable GPRS may
be used, for example. The integrated security system supports
GPRS connectivity using an optional wireless package that
includes a GPRS modem 1n the gateway. The integrated secu-
rity system treats the GPRS connection as a higher cost
though flexible option for data transfers. In an embodiment
the GPRS connection 1s only used to route alarm events (e.g.,
for cost), however the gateway can be configured (e.g.,
through the 1Connect server interface) to act as a primary
channel and pass any or all events over GPRS. Consequently,
the integrated security system does not interfere with the
current plain old telephone service (POTS) security panel
interface. Alarm events can still be routed through POTS;
however the gateway also allows such events to be routed
through a broadband or GPRS connection as well. The inte-
grated security system provides a web application interface to
the CSR tool suite as well as XML web services intertaces for
programmatic integration between the security system pro-
vider’s existing call center products. The integrated security
system 1ncludes, for example, APIs that allow the security
system provider to integrate components of the integrated
security system 1nto a custom call center interface. The APIs
include XML web service APIs for integration of existing
security system provider call center applications with the
integrated security system service. All functionality available
in the CSR Web application 1s provided with these API sets.
The Java and XML-based APIs of the integrated security
system support provisioning, billing, system administration,
CSR, central station, portal user interfaces, and content man-
agement functions, to name a few. The integrated security
system can provide a customized interface to the security
system provider’s billing system, or alternatively can provide
security system developers with APIs and support 1n the inte-
gration effort.

The 1ntegrated security system provides or includes busi-
ness component interfaces for provisioning, administration,
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and customer care to name a few. Standard templates and
examples are provided with a defined customer professional
services engagement to help integrate OSS/BSS systems of a
Service Provider with the integrated security system.

The integrated security system components support and
allow for the integration of customer account creation and
deletion with a security system. The 1Connect APIs provides
access to the provisioning and account management system
in 1Connect and provide full support for account creation,
provisioning, and deletion. Depending on the requirements of
the security system provider, the 1Connect APIs can be used to
completely customize any aspect of the integrated security
system backend operational system.

The integrated security system includes a gateway that
supports the following standards-based interfaces, to name a
few: Ethernet IP communications via Ethernet ports on the
gateway, and standard XML/TCP/IP protocols and ports are
employed over secured SSL sessions; USB 2.0 via ports on
the gateway; 802.11b/g/n IP communications; GSM/GPRS
RF WAN communications; CDMA 1xRTT RF WAN com-
munications (optional, can also support EVDO and 3G tech-
nologies).

The gateway supports the following proprietary interfaces,
to name a few: interfaces including Dialog RF network (319.5
MHz) and RS485 Superbus 2000 wired interface; RF mesh
network (908 MHz); and interfaces including RF network
(345 MHz) and RS485/RS232 bus wired interfaces.

Regarding security for the IP communications (e.g.,
authentication, authorization, encryption, anti-spoofing, etc),
the integrated security system uses SSL to encrypt all IP
traffic, using server and client-certificates for authentication,
as well as authentication 1n the data sent over the SSL-en-
crypted channel. For encryption, integrated security system
1ssues public/private key pairs at the time/place of manufac-
ture, and certificates are not stored 1n any online storage 1n an
embodiment.

The integrated security system does not need any special
rules at the customer premise and/or at the security system
provider central station because the integrated security sys-
tem makes outgoing connections using TCP over the standard
HTTP and HTTPS ports. Provided outbound TCP connec-
tions are allowed then no special requirements on the fire-
walls are necessary.

FIG. 1 1s a block diagram of the integrated security system
100, under an embodiment. The integrated security system
100 of an embodiment includes the gateway 102 and the
security servers 104 coupled to the conventional home secu-
rity system 110. At a customer’s home or business, the gate-
way 102 connects and manages the diverse variety of home
security and self-monitoring devices. The gateway 102 com-
municates with the 1Connect Servers 104 located 1n the ser-
vice provider’s data center 106 (or hosted 1n integrated secu-
rity system data center), with the communication taking place
via a communication network 108 or other network (e.g.,
cellular network, internet, etc.). These servers 104 manage
the system integrations necessary to deliver the integrated
system service described herein. The combination of the gate-
way 102 and the 1Connect servers 104 enable a wide variety of
remote client devices 120 (e.g., PCs, mobile phones and
PDAs) allowing users to remotely stay in touch with their
home, business and family. In addition, the technology allows
home security and self-monitoring information, as well as
relevant third party content such as tratfic and weather, to be
presented 1n intuitive ways within the home, such as on
advanced touchscreen keypads.

The 1ntegrated security system service (also referred to as
1Control service) can be managed by a service provider via
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browser-based Maintenance and Service Management appli-
cations that are provided with the 1Connect Servers. Or, 1f
desired, the service can be more tightly integrated with exist-
ing OSS/BSS and service delivery systems via the 1Connect
web services-based XML APIs.

The integrated security system service can also coordinate
the sending of alarms to the home security Central Monitor-
ing Station (CMS) 199. Alarms are passed to the CMS 199
using standard protocols such as Contact ID or SIA and can be
generated from the home security panel location as well as by
1Connect server 104 conditions (such as lack of communica-
tions with the integrated security system). In addition, the link
between the security servers 104 and CMS 199 provides
tighter integration between home security and self-monitor-
ing devices and the gateway 102. Such integration enables
advanced security capabilities such as the ability for CMS
personnel to view photos taken at the time a burglary alarm
was triggered. For maximum security, the gateway 102 and
1Connect servers 104 support the use of a mobile network
(both GPRS and CDMA options are available) as a backup to
the primary broadband connection.

The integrated security system service 1s delivered by
hosted servers running software components that communi-
cate with a variety of client types while interacting with other
systems. FIG. 2 1s a block diagram of components of the
integrated security system 100, under an embodiment. Fol-
lowing 1s a more detailed description of the components.

The 1Connect servers 104 support a diverse collection of
clients 120 ranging from mobile devices, to PCs, to in-home
security devices, to a service provider’s internal systems.
Most clients 120 are used by end-users, but there are also a
number of clients 120 that are used to operate the service.

Clients 120 used by end-users of the integrated security
system 100 include, but are not limited to, the following:

Clients based on gateway client applications 202 (e.g., a
processor-based device running the gateway technology
that manages home security and automation devices).

A web browser 204 accessing a Web Portal application,
performing end-user configuration and customization of
the integrated security system service as well as moni-
toring of in-home device status, viewing photos and
video, etc. Device and user management can also be
performed by this portal application.

A mobile device 206 (e.g., PDA, mobile phone, etc.)
accessing the itegrated security system Mobile Portal.
This type of client 206 1s used by end-users to view
system status and perform operations on devices (e.g.,
turning on a lamp, arming a security panel, etc.) rather
than for system configuration tasks such as adding a new
device or user.

PC or browser-based “widget” containers 208 that present
integrated security system service content, as well as
other third-party content, in simple, targeted ways (e.g. a
widget that resides on a PC desktop and shows live video
from a single in-home camera). “Widget” as used herein
means applications or programs 1n the system.

Touchscreen home security keypads 208 and advanced
in-home devices that present a variety of content widgets
via an intuitive touchscreen user interface.

Notification recipients 210 (e.g., cell phones that receive
SMS-based notifications when certain events occur (or
don’t occur), email clients that recerve an email message
with similar information, etc.).

Custom-built clients (not shown) that access the 1Connect
web services XML API to interact with users’ home
security and self-monitoring information in new and
unique ways. Such clients could include new types of
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mobile devices, or complex applications where inte-
grated security system content 1s integrated into a
broader set of application features.

In addition to the end-user clients, the 1Connect servers 104
support PC browser-based Service Management clients that
manage the ongoing operation of the overall service. These
clients run applications that handle tasks such as provision-
Ing, service monitoring, customer support and reporting.

There are numerous types of server components of the
1Connect servers 104 of an embodiment including, but not
limited to, the following: Business Components which man-
age information about all of the home security and seli-
monitoring devices; End-User Application Components
which display that information for users and access the Busi-
ness Components via published XML APIs; and Service
Management Application Components which enable opera-
tors to administer the service (these components also access
the Business Components via the XML APIs, and also via
published SNMP MIBs).

The server components provide access to, and manage-
ment of, the objects associated with an integrated security
system installation. The top-level object 1s the “network.” It 1s
a location where a gateway 102 1s located, and 1s also com-
monly referred to as a site or premises; the premises can
include any type of structure (e.g., home, office, warehouse,
etc.) at which a gateway 102 1s located. Users can only access
the networks to which they have been granted permission.
Within a network, every object monitored by the gateway 102
1s called adevice. Devices include the sensors, cameras, home
security panels and automation devices, as well as the con-
troller or processor-based device running the gateway appli-
cations.

Various types of interactions are possible between the
objects 1n a system. Automations define actions that occur as
a result of a change 1n state of a device. For example, take a
picture with the front entry camera when the front door sensor
changes to “open”. Notifications are messages sent to users to
indicate that something has occurred, such as the front door
going to “open” state, or has not occurred (referred to as an
1Watch notification). Schedules define changes in device
states that are to take place at predefined days and times. For
example, set the security panel to “Armed” mode every week-
night at 11:00 pm.

The 1Connect Business Components are responsible for
orchestrating all of the low-level service management activi-
ties for the integrated security system service. They define all
of the users and devices associated with a network (site),
analyze how the devices interact, and trigger associated
actions (such as sending notifications to users). All changes 1n
device states are monitored and logged. The Business Com-
ponents also manage all interactions with external systems as
required, including sending alarms and other related seli-
monitoring data to the home security Central Monitoring
System (CMS) 199. The Business Components are imple-
mented as portable Java J2EE Servlets, but are not so limited.

The following 1Connect Business Components manage the
main elements of the integrated security system service, but
the embodiment 1s not so limited:

A Registry Manager 220 defines and manages users and
networks. This component 1s responsible for the cre-
ation, modification and termination of users and net-
works. It 1s also where a user’s access to networks 1s
defined.

A Network Manager 222 defines and manages security and
self-monitoring devices that are deployed on a network
(site). This component handles the creation, modifica-
tion, deletion and configuration of the devices, as well as



